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Infection Control


POLICY

THA Group collects and analyzes data related to infections to protect staff, patients and the community, to improve patient care practices, and to comply with state and federal regulations.

CLIENT SURVEILLANCE
1. Client/Client infection surveillance documentation is maintained on the computer network.  

2. Clinical staff monitor and identify  all client infections presenting on admission and/or during an episode of care:  

3. The Community Office records all identified client infections in the electronic medical record and tracks clinical outcomes and adverse events. 
4. The Performance Excellence team quarterly aggregates and analyzes infection surveillance data. 

5. Clinical audits are performed as needed by the Performance Excellence team or designee to ensure ongoing compliance with infection control procedures and reduce the morbidity, mortality and suffering associated with infection:

6. As part of its emergency management program, THA Group has planned its response and management to an influx of potentially infectious clients over an extended period of time on an ongoing basis. As part of its emergency preparedness response, THA Group consults the CDC website (www.cdc.gov) for the most current preparedness & response data. 

7. THA Group reports infection surveillance, prevention and control information to Federal, State and local public health authorities in accordance with law and regulation. (See disease reporting attached).  The agency immediately notifies the referring or receiving organization when a client was transferred or referred and the presence of a healthcare acquired infection was not known at the time of transfer or referral. The agency would also notify the receiving organization of any home health acquired infections. 

8. Any acquired infection resulting in death or permanent loss of function is reported as a Serious Adverse Event.
EMPLOYEE SURVEILLANCE
Agency Surveillance Program
1. An Employee Infection Control Log is maintained by Talent Management for recording actual or potential contagious employee illnesses. 

2. Reportable employee illnesses include those that meet one or more of the following criteria:

a. Contagious illness or condition diagnosed by a physician.

b. An employee who is out more than 3 days resulting from a known infection. 
c. Tuberculosis or infectious Hepatitis  

3. Any employee who suspects possible exposure to Tuberculosis or Hepatitis, whether on or off the job, is required to immediately report the exposure to his or her leader.
4. Once the leader is notified of the exposure, they are to immediately report to Talent Management.
OSHA Surveillance
1. An OSHA 300 log is kept in Talent Management for recording all work-related injuries or illnesses. 
2. When there is a reportable condition, as listed below, the employee is responsible for communicating this to their leader immediately.  Upon notification from the employee, the leader is responsible for notifying Talent Management immediately.
3. Reportable conditions under OSHA regulations include:

a. Work-related injuries or illnesses that result in:

1. Death

2. Loss of consciousness

3. Days away from work

4. Restricted work activity or job transfer

5. Medical treatment beyond first aid

b. Work-related illnesses or injuries diagnosed by a physician or other health care professional.

c. Work-related injuries or illnesses involving:

1. Cancer

2. Chronic irreversible disease

3. Fractured or cracked bone or tooth
4. Punctured eardrum
5. Hearing loss
6. Needle-stick injury

7. Cut from a sharp object that is contaminated with another person’s blood or other potentially infectious material

d. Tuberculosis infection as evidenced by a positive skin test or diagnosis by a physician or other health care professional.

4. The following cases are considered “privacy concern cases” and are entered on the OSHA 300 log without the employee’s name. “Privacy case” is entered in the space provided for employee identification.

a. Any injury or illness involving the reproductive system.

b. Any injury or illness resulting from sexual assault.

c. Mental illness

d. HIV infection, hepatitis or tuberculosis

e. Contaminated needle stick or sharps injuries

f. Loss of consciousness

g. Other illnesses or injuries in which the employee specifically requests that his/her name not be entered on the log.  

5. In the event of a work-related injury or illness, the leader:

a. Directs the staff member to a Workman’s Compensation physician or Urgent Care Center for evaluation and treatment [when indicated].

b. Assists in obtaining consent from the client for serology testing when indicated. [Needle stick injuries when the infection status of the source client is not known.]     

c. Documents the incident on an occurrence report and forwards the report to the Home Office for data aggregation and analysis.  

d. Logs all reportable injuries and illnesses on the OSHA 300 form.

e. Provides Talent Management with a copy of the completed OSHA log at the end of each year so that a summary of work-related injuries and illnesses can be completed. 

f. Posts the OSHA summary sheet by February 1st of the year following the year covered by the form; Leaves the summary sheet posted until April 30th of that year.
Note:  Employers must report any worker fatality within 8 hours and any amputation, loss of an eye, or hospitalization of a worker within 24 hours.
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